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**** START OF CHANGES ****
Annex Y:
Security for TSC service

The 5G TSC service is described in 3GPP TS 23.501 [2]. It allows the 5G System to be integrated transparently as a bridge in an IEEE TSN network [X], where the 5GS system acts as one or more TSN Bridges of a TSN network. The gPTP message is protected with user plane security mechanisms as defined in clause 6.6.
**** END OF CHANGES ****

